$ curl -v https://example.com

* Trying 93.184.216.34:443...
* Connected to example.com (93.184.216.34) port 443 (#0)
* ALPN, offering h2
* ALPN, offering http/1.1
* successfully set certificate verify locations:
* CAfile: /etc/ssl/certs/ca-certificates.crt
* CApath: /etc/ssl/certs
* SSL connection using TLS1.2 / ECDHE\_RSA\_AES\_256\_GCM\_SHA384
* ALPN, server accepted to use h2

> GET / HTTP/2

> Host: example.com

> User-Agent: curl/7.68.0

> Accept: \*/\*

>

< HTTP/2 200

< content-type: text/html; charset=UTF-8

< content-length: 1256

< date: Wed, 04 Oct 2023 12:00:00 GMT

< server: ExampleServer/1.0

< last-modified: Mon, 02 Oct 2023 10:00:00 GMT

< etag: "123456789abcdef"

< accept-ranges: bytes

<

<!doctype html>

<html>

<head>

<title>Example Domain</title>

...

...

\* Connection #0 to host example.com left intact